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Modalidade: Trabalho completo

Resumo: Diante do progresso acelerado das Tecnologias da Informacgdo, este estudo aborda a
importancia da Preservacao Digital utilizando o Repositério Arquivistico Digital Confiavel (RDC- Arg).
Apresenta-se o RDC-Arqg como um método para salvaguardar os documentos académicos dos alunos
do Departamento de Administracdo Académica (DAA), da Universidade Federal de Sergipe. Ademais, a
pesquisa refere-se a um estudo de caso, com abordagem qualitativa e a analise documental nas
diretrizes arquivisticas. Como resultado, observou-se que a auséncia de um RDC-Arq no DAA
compromete a integridade dos documentos. Conclui-se que o RDC-Arq contribui na garantia da
preservac¢ao, autenticidade e na consulta a histéria institucional.
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Abstract: Given the rapid advancement of information technology, this study addresses the
importance of digital preservation using the Reliable Digital Archival Repository (RDC-Arq). RDC- Arq is
presented as a method for safeguarding the academic documents of students in the Department of
Academic Administration (DAA) at the Federal University of Sergipe. Furthermore, the research is a
case study with a qualitative approach and document analysis based on archival guidelines. As a result,
it was observed that the absence of an RDC-Arq in the DAA compromises the integrity of the

documents. It is concluded that the RDC-Arq contributes to ensuring preservation, authenticity, and
access to institutional history.
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1 INTRODUCAO

Nas ultimas décadas, as condi¢bes de trabalho em ambientes digitais evoluirambastante
nas instituicGes publicas, sobretudo nos Institutos Federais de Ensino Superior (IFES).
Mesmo assim, eles vém enfrentando desafios cada vez maiores para criar e administrar sua

documentacao digital. O principal risco é o acesso a registros digitais: hardware e software
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rapidamente se tornam obsoletos, e os formatos de arquivo perdem suporte com o tempo
(Santos; Flores, 2018).

Para se evitar esse desgaste gradativo e risco tecnoldgico, é necessario que a
Preservacdo Digital (PD) seja utilizada como solucdo para consolidar o compromisso
estratégico e institucional da conservagao dos registros digitais. Observa-se que nao se trata
tdo somente da manutencdo regular desses registros, mas sim da prépria memoria
institucional preservada e acessivel, composta, por exemplo, de informacdes administrativas,
académicas e historicas.

Nessa perspectiva de Preservacao Digital (PD), destaca-se a Resolucdo Conarq n2 43,
gue instituiu o Repositério Arquivistico Digital Confidvel (RDC-Arq). O RDC-Arq funciona como
instrumento tecnoldgico essencial tanto para a gestdo quanto para a preservacdo da
documentacgdo digital na administracdo publica federal. Conforme Gava, Xavier, Moraes e
Flores (2024), a segunda versdao desse regulamento foi publicada pela Resolucdo Conarg n?
51, de 25 de agosto de 2023, que revogou a norma anterior e incluiu diretrizes sobre
certificagao e auditoria do RDC-Arq.

Um repositério digital é concebido como um ambiente destinado a preservacao dos
documentos digitais sob sua custdédia. Para garantir essa preservagao, é necessario que as
estratégias estejam devidamente documentadas em procedimentos, planos, politicas e
praticas. Além disso, o repositério deve ser capaz de cumprir os requisitos arquivisticos em
todas as fases da gestdo documental (Conarg, 2023).

E importante reconhecer o RDC-Arq como sistema fundamental para assegurar a
cadeia de custddia digital, baseada no modelo Open Archival Information System (OAIS), que
preserva a autenticidade, a integridade, a confiabilidade e o acesso aos Documentos
Arquivisticos Digitais (DADs) ao longo do tempo (Conarg, 2023). Dorneles, Corréa e Flores
(2023) reforcam essa perspectiva ao destacar o repositério como indispensdvel para garantir
acessibilidade, autenticidade, confiabilidade e seguranca da documentacao digital. Desse
modo, o RDC-Arq consolida a cadeia de custédia de documentos digitalizados no ambiente
académico.

Outro ponto relevante a ser abordado sobre esse repositério, de acordo com Gava e
Flores (2020), diz respeito a sua importancia para a PD, entendida como uma atividade

continua e planejada de manutencdo digital. Nota-se também a integracdo da preservacdo
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dos DADs, da gestdo documental, das politicas institucionais de acesso a informacdo e,
por ultimo, da transparéncia publica.

Tendo em consideragdo os principios fundamentais, teéricos e normativos, este artigo,
como estudo de caso, apresenta e analisa a aplicagdo de um RDC-Arqg no Departamento de
Administracdao Académica (DAA), setor subordinado a Pré-Reitoria de Graduag¢ao (PROGRAD),
da Universidade Federal de Sergipe (UFS). Observa-se que esse departamento possui um
amplo acervo de DADs, resultantes da digitalizacdo, sendo a conversdo de dossiés fisicos para
o formato digital. Essas documentagdes digitais sdo fundamentais para o controle, a
comprovagao e o histérico académico dos alunos da universidade. Entretanto, apesar dessa
transicdo do fisico para o digital, esses registros ainda ndo estdo inseridos em um ambiente
digital que garanta a sua preservacao arquivistica efetiva, como um RDC-Arq.

E notdrio que a inexisténcia de um RDC-Arq no DAA configura uma vulnerabilidade
significativa para a seguranca, a preservacao e o acesso futuro aos DADs académicos da
instituicdo. O que pode ser observado é o fato do armazenamento desses documentos em
pastas digitais ou em servidores comuns ndo atenderem aos requisitos arquivisticos
necessarios para assegurar a autenticidade e confiabilidade documental ao longo do tempo.

Por fim, a apresentacdao desse repositério digital, nesse departamento académico,
pretende ndo apenas enfatizar a importancia da preservacdo dos dossiés académicos
digitalizados, mas também demonstra como a adog¢do de solu¢bes e praticas arquivisticas
confidveis pode garantir o pleno exercicio dos direitos académicos e administrativos dos
alunos. Além disso, esses aspectos podem ser percebidos também através da transparéncia e

da responsabilidade institucional diante da sociedade.

2 O RDC-ARQ COMO INSTRUMENTO DE PRESERVAGCAO DIGITAL DOS DOCUMENTOS
ARQUIVISTICOS DIGITAIS (DADS)

O RDC-Arg tem a sua origem relacionada a progressiva exigéncia de estabelecer regras,
padroes e metodologias eficazes para assegurar a PD, alinhadas as normas internacionais.
Nesse contexto, destaca-se o modelo OAIS, recomendado pelo CCSDS (Consultative
Committee for Space Data Systems). Vale salientar que esse parametro de PD foi formalizado

pela norma ISO 14721:2012 (revisada em 2025), que fundamenta o desenvolvimento desse
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repositério. Essa abordagem tem se mostrado essencial para que organizagbes publicas e
privadas adotem mecanismos seguros e eficientes para garantir a preservacdo e acesso
permanente aos DADs (Brasil, 2023; ISO, 2025).

Segundo Gava e Flores (2020), sob esse ponto de vista, estd ocorrendo, desde a
década de 1990, a iniciativa por parte da comunidade internacional em modelagem e
implementacdo de um RDC-Arq, visando atribuir requisitos que atribuam confiabilidade a
esses repositérios. Para melhor compreensdo, apresenta-se a seguir o Quadro 1, que trata

sobre as bases conceituais e normativas para um RDC-Arq.

Quadro 1 - As bases conceituais e normativas para o rdc-arq

Referéncias Normativas e

Aspecto Descricao

Relatdrios

Modelo aberto que define fungdes e
Modelo Conceitual OAIS metadados para a preservagao e acesso,
base para repositorios digitais.

ISO 14721:2025 (ABNT NBR
15472:2007)

Definicdo das caracteristicas essenciais para
repositdrios confidveis, como gestao,
seguranca e acessibilidade.

Atributos e
Responsabilidades

Trusted Digital Repositories
(RLG/OCLC, 2002)

Critérios e checklist para auditoria e
certificagdo da confiabilidade dos

repositorios digitais.

Fonte: adaptado de Conarq (2023) e ISO (2025).

TRAC  (2007) e ISO
16363:2012

Certificacdo de
Repositérios

Gava, Xavier, Moraes e Flores (2024) destacam que, diante da crescente demanda por
solugdes eficazes para a preservacao digital auténtica e sustentavel, o modelo OAIS
consolidou-se como a principal referéncia internacional para a estruturacao de RDC-Args. Esse
modelo fornece tanto uma arquitetura funcional quanto conceitual, sendo amplamente
adotado como base para o desenvolvimento desses repositérios no contexto brasileiro.

Ao descrever os principais componentes, funcdes e papéis envolvidos no processo de
ingestdo, preservacdo, gerenciamento e acesso a informacdo digital, o OAIS oferece um
arcabouco robusto que assegura a interoperabilidade, a autenticidade e o acesso continuo
aos documentos arquivisticos digitais.

Para uma melhor compreensdo, o Quadro 2 a seguir sintetiza as funcdes do modelo
funcional OAIS, relacionando-as aos respectivos pacotes informacionais (SIP, AIP e DIP) e as
aplicagOes praticas no ambito de um RDC-Arg, conforme orientacdes estabelecidas pelo

Conarg e pelas normas internacionais vigentes (Gava; Flores, 2020; Conarg, 2023).
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Quadro 2 - Modelo Funcional OAIS e Pacotes Informacionais: Aplicagdes ao RDC-Arq

Fungdo/Elemento Pacote
Descri¢ao . Aplicagao no RDC-Ar:
do OAIS ¢ Relacionado plicag q
Responsdvel por receber
P P o Garante a entrada
os documentos digitais e .
metadados do produtor padronizada e segura dos
Ingestdo (Ingest) . . P . ’ SIP - AIP DADs, transformando o
validar a integridade
. SIP em AIP conforme
e preparar o conteudo N
. critérios técnicos.
para arquivamento.
Armazena e protege os
Pacotes de Arquivamento Assegura a preservagao
Armazenamento iy
L (AIP) com controle de permanente e confiavel
Arquivistico o e AIP
. versdes, verificagdo dos documentos
(Archival Storage) . . ;. . .
de integridade e cdpias de arquivisticos digitais.
segurangca.
Administra os metadados Mantém os vinculos
. técnicos, descritivos, de arquivisticos e metadados
Gerenciamento de reservagao e necessarios para a
Dados (Data P . ¢ . AIP . P
administrativos, descricdo e
Management) . ) -
permitindo controle, interoperabilidade dos
busca e rastreamento. DADs.
. Desenvolve estratégias Define e atualiza politicas
Planejamento da . . ~ s
~ para mitigar riscos de de preservacdo digital
Preservagao . .. . .
. obsolescéncia tecnoldgica AlP conforme o ciclo de vida
(Preservation .
A e garantir acesso a longo dos documentos
& prazo. arquivisticos.
Supervisiona as operagdes
P e p. ¢ Sustenta a governanca de
do repositorio, define
. ~ . um RDC-Arq e a
Administragdo politicas, aloca recursos .
. . L — conformidade com a ISO
(Administration) humanos e técnicos e ~
erencia auditorias e 16363 e a Resolucao
B o n Conarqg n2 43/2020.
certificaces.
Disponibiliza os Entrega segura e
documentos preservados, estruturada dos DADs aos
Acesso (Access) controlando autenticagéo, DIP usudrios autorizados,
formatos de entrega e onforme diretrizes
permissdes de acesso. arquivisticas.

Fonte: adaptado de Conarq (2023) e Gava e Flores (2021).

Para melhor compreensdo, Gava e Flores (2020) analisam um RDC-Arg como uma
estrutura organizacional complexa, ou seja, composta por inUmeros aspectos (normativos,
institucionais, entre outros) que vdo além do uso de softwares e hardwares. Essa
complexidade pode ser percebida no contexto da autenticidade e preservacdao permanente
dos registros digitais. Esse repositorio ndo deve ser comparado como uma simples tecnologia

de armazenamento de DADs, ele representa um elemento fundamental e estratégico
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dentro das politicas que garantem a integridade e o acesso aos registros digitais.

No contexto legal, a Resolugdo n° 51/2023 do Conarg orienta que um RDC-Arq pode
ser utilizado em qualquer etapa do ciclo de vida documental (nas idades corrente,
intermediaria e permanente). Isso amplia as possibilidades de parametros de manutencao
digital no uso desse repositério. O objetivo foi estabelecer determinados requisitos e
parametros de preservacao digital por um longo periodo de tempo para a producdo crescente
de milhares de registros digitais que sdo produzidos diariamente (Conarq, 2023).

Além disso, esse dispositivo legal permite que a manutencao digital seja flexivel e
respeite as singularidades e especificidades de cada tipo de documento. Desse modo, este
repositério se torna uma ferramenta em destaque para a gestdo publica, potencializando a
seguranca, a rastreabilidade, a confiabilidade e a disponibilidade das informacdes (Santos;
Flores, 2021).

Essa ferramenta tecnolégica de PD deve estar associada a manutencdo dos
documentos digitais ao longo do tempo, com autenticidade, confiabilidade, disponibilidade,
além do acesso a qualquer momento e lugar. Alinhados a isso, os metadados, associados ao
RDC-Arg, apresentam caracteristicas fundamentais que descrevem, organizam e
contextualizam os DADs, assim como o gerenciamento e acesso das versdes e a recuperac¢ao
precisa das informacdes (Gava; Flores, 2020; Conarq, 2023).

Com base no exposto, fica claro que um RDC-Arq, conforme as diretrizes do Conarq e a
literatura especializada, sdo como uma opcdo estratégica e estruturada para enfrentar os
desafios da conservacao digital de documentos arquivisticos em organizagdes publicas.
Integrado a sistemas e alinhado com as normas internacionais, como as diretrizes: 1SO
14721:2025, 1SO 23081:2017, ISO 16363:2012 e ISO 16919:2014. Dessa forma, esse
instrumento tecnolégico ndo sdé garante que as informacgGes continuem acessiveis, mas
também que os registros digitais mantenham a sua autenticidade, integridade e

confiabilidade ao longo do tempo (Gava; Flores, 2020; ISO, 2025).

2 METODOLOGIA

Este trabalho adota um estudo de caso de natureza qualitativa, fundamentado na

abordagem de Yin (2016), que se mostra adequada para examinar fenGmenos em
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profundidade dentro de seu contexto real, especialmente quando as fronteiras entre o objeto
estudado e o ambiente em que ele se insere ndo estdo claramente definidas.

A pesquisa possui cardter aplicado, com o objetivo de propor solugdes praticas para a
implantagdo de um Repositdério Arquivistico Digital Confidavel (RDC-Arg) na Universidade
Federal de Sergipe (UFS), alinhando-se as exigéncias técnicas e arquivisticas voltadas a
preservacao digital de longo prazo.

Em termos de objetivos, o estudo combina duas abordagens: A dimens3do exploratéria,
ao buscar identificar desafios ainda pouco discutidos na literatura nacional sobre preservacao
digital arquivistica em instituicdes publicas de ensino; E a dimensdo descritiva, ao detalhar os
fluxos documentais, os processos de digitalizagdo, as rotinas internas de gestdao de
documentos digitalizados e os requisitos técnicos exigidos pelas normas arquivisticas — com
destaque para a auséncia de politicas institucionais consolidadas voltadas ao tema.

Observa-se que a unidade de andlise escolhida foi o Departamento de Administracdo
Académica (DAA) da UFS, definido com base nos seguintes critérios:

e A existéncia de um volume expressivo de documentos digitalizados (cerca de 60 mil

dossiés de discentes da graduacao);

e Ainexisténcia de um RDC-Arg implementado no setor;

e A formalizacdo do acesso a documentacdo e aos espacos fisicos para fins

de pesquisa;

e E arelevancia institucional do DAA como setor responsavel pela guarda centralizada

da documentacdo académica da universidade.

Ja a coleta de dados foi realizada por meio de andlise documental, envolvendo um
conjunto de 28 documentos institucionais produzidos entre 2015 e 2024, entre os quais se
incluem: normas internas e regulamentos, relatérios anuais do DAA, comunicados e oficios
administrativos e a Resolu¢do Conarq n? 51/2023, que estabelece diretrizes técnicas para a
constituicdo de um RDC-Arq.

Ademais, foram incluidos documentos que continham menc¢des diretas a gestdo de
registros académicos e a preservacdo digital. Excluiram-se do corpus materiais desconectados
da tematica, como documentos oriundos de setores que ndao possuem responsabilidade sobre
os dossiés estudantis ou sobre praticas de digitalizacado.

Outro ponto a ser observado é que embora a triangulacdo metodolégica com
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entrevistas ou observagdes diretas nao tenha sido aplicada nesta pesquisa, reconhece-se que
essa estratégia pode enriquecer investigacdes futuras ao incorporar a perspectiva dos
profissionais envolvidos nos fluxos documentais.

Nessa perspectiva, a andlise dos dados seguiu os principios da andlise de conteudo,
conforme propostos por Bardin (2015), sendo conduzida em trés etapas principais: 1. Pré-
andlise — leitura exploratéria do material e organizacdo do corpus documental; 2.
Codificagdo— identificacdo das unidades de registro que tratavam de temas como
digitalizacao, autenticidade, preservagao, acesso e interoperabilidade; 3. Categorizacao
tematica — agrupamento dos dados em quatro categorias analiticas: Infraestrutura
tecnoldgica; Seguranca e confiabilidade; politicas e normativas institucionais; Praticas de
gestdo e arquivamento digital. Optou-se por ndo utilizar softwares de andlise qualitativa como
MAXQDA ou NVivo, tendo em vista o volume gerencidvel dos dados e o foco analitico voltado
majoritariamente a documentos institucionais com conteddo normativo.

Dessa forma, a pesquisa foi dispensada de parecer do Comité de Etica em Pesquisa,
conforme a Resolugdo CNS n? 510/2016, por se basear exclusivamente em documentos
institucionais publicos, sem envolvimento de dados pessoais ou identificaveis. Apesar disso,
foram observadas as diretrizes de sigilo institucional, com cuidado especial quanto a

integridade e a confidencialidade dos conteudos acessados.

3 DISCUSSAO E RESULTADOS

A andlise dos documentos realizada pelo DAA teve como objetivo as praticas em
relacdo a preservacao dos registros académicos digitalizados, no contexto da inexisténcia de
um RDC-Arg. A partir dessa andlise de conteldo, conforme Bardin (2015), foi possivel
identificar, através do Quadro 3 a seguir, trés categorias, sdo elas: a auséncia de normativas
internas da Universidade Federal de Sergipe, relacionadas ao uso de um RDC-Arq; as
fragilidades nos procedimentos de preservacdo digital; e o potencial de um RDC-Arg como

solucdo estratégica para preservar os registros digitais académicos.
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Quadro 3 — Categorias e Subcategorias identificadas na analise documental

Categorias ‘ Subcategorias

Inexisténcia de politica arquivistica especifica

Auséncia de normativas internas Falta de regulamentacdo interna para documentos digitalizados

Armazenamento convencional e a falta de controle sobre

Fragilidade nas praticas arquivisticas autenticidade, integridade e confiabilidade
O potencial de um RDC-Arg como Conformidade com a Resolugdo Conarg n2 51/2023
solugdo estratégica Exemplo de implementacdo em outras IFES

Fonte: adaptado de Conarq (2023).

3.1 Auséncia de normativas internas

A andlise revelou que o DAA ndo possui normativas internas formalizadas que tratem
da preservacdo digital da documentacdo académica. Os documentos digitalizados, embora
armazenados digitalmente, ndo seguem orientacdes técnicas especificas que garantam a
autenticidade e a integridade desses registros ao longo do tempo. Essa lacuna normativa
impacta diretamente a seguranca juridica e a confiabilidade das informacbes académicas
arquivadas.

No Plano de Desenvolvimento Institucional da UFS (PDI/UFS) 2020-2024, ndo foi
constatada nenhuma menc¢do ao uso de um RDC-Arg, assim como sugestao futura de uso
desse repositério para a preservacao digital dos documentos digitais académicos. Sobre a
manutencado dos registros digitais, nesse plano o que consta é uma informacdo direcionada a
preservacao digital do acervo académico:

Do ponto de vista formal, o PDI é o principal documento institucional, constituindo-se em
requisito indispensavel para o credenciamento e/ou recredenciamento da instituigdo. De
acordo com o Artigo 21 do Decreto N2 9.235/2017, observada a organiza¢do académica da
instituicdo, o PDI conterd, no minimo, os seguintes elementos: VIIl. projeto de acervo
académico em meio digital, com a utilizagdo de método que garanta a integridade e a

autenticidade de todas as informagdes contidas nos documentos originais (UFS, 2021,
p.28).

J4 na secdo 3° do PDI (2021-2025), sobre Governanca Institucional, Comunicacdo e
Transparéncia, no item 3.6 — Gestdo da Informacdo Institucional, foram destacadas
informacdes de como a politica de gestdo da informacdo institucional deve promover o

gerenciamento dos registros através da implementagao de acervo digital.
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Entretanto, neste plano nao é abordada a preservagao digital da documentagdo dos
discentes, sendo utilizado, com instrumento dessa manutencdo, um RDC-Arg. Ademais, ndo
foram localizados nenhum documento (portarias, resolu¢des, manuais, pareceres, relatorios)

gue apontassem a aplicabilidade desse repositdrio na instituicdo, especificamente no DAA.

3.2 Fragilidade nas praticas arquivisticas

Apesar do DAA realizar o gerenciamento dos documentos académicos digitalizados,
esse departamento utiliza praticas de armazenamento tradicionais, com servidores locais ou
pastas em rede, sem adotar sistemas arquivisticos adequados. Isso compromete a
confiabilidade dos dados a longo prazo e ndo cumpre os requisitos de preservacao digital,
como metadados e registros de auditoria. Abaixo, segue o Quadro 4 sobre o comparativo das

praticas atuais do DAA e dos requisitos arquivisticos para a preservacao digital.

Quadro 4 - Comparativo entre praticas atuais do DAA e requisitos arquivisticos para

preservagao digital

Requisito arquivistico segundo RDC-

Elemento analisado Pratica atual no DAA e
Politica formal de preservacao Inexistente Necessaria
digital
Controle de versGes e N3o implementado Essencial
metadados
Garantia de autenticidade N3o assegurada Obrigatoria
Suporte tecnolégico adequado Armazenamento em rede Repositdrio confidvel com backup
local

Fonte: adaptado Conarq (2023).

3.3 RDC-ARQ como solugdo estratégica

A aplicabilidade de um RDC-Arg, como um instrumento estratégico e tecnoldgico de
PD dos DADs, que atende ao cumprimento das diretrizes arquivisticas do Brasil, € necessaria
para ser efetivada na UFS. Vale ressaltar que a Resolugdo Conarqg n.2 51/2023 menciona esse
repositério como a principal ferramenta para a manuten¢do do carater digital da

documentacdo arquivistica, enfatizando os principios da autenticidade, da integridade, da
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confiabilidade e da acessibilidade.

Destaca-se nesse cendrio que a caréncia do uso desta ferramenta na UFS provoca
incertezas as atividades de manutencdo da documentagdo académica ao longo do prazo e a
memoria institucional da universidade. Segundo Gava e Flores (2020), um RDC-Arq ndo é
somente uma ferramenta técnica, mas uma tecnologia necessaria para a instituicdo manter os
DADs preservados ao longo do tempo.

Outro fato importante é a experiéncia de outras Instituicdes de Ensino Superior (IES)
nesse pais com o uso de um RDC-Arg, o qual reforca sua seguranca documental, a
uniformidade de atividade e a sinalizacdo juridica. Isso porque ja existem algumas IES que j3
usam essa tecnologia. Diante disso, segue o Quadro 5 sobre as vantagens da adog¢do do RDC-

Arg em IES no Brasil.

Quadro 5 — Vantagens da ado¢ao de um RDC-Arg em IES no Brasil

Instituicdo GUICE - Impactos observados
Implementagao
Universidade Federal de Santa Maria 2019 Aumento da seguranca digital e
- UFSM normaliza¢do dos processos
Universidade Federal do Estado do 2022 Garantia da preservagdo digital, acesso
Rio de Janeiro - UNIRIO aos acervos e conformidade normativa
Universidade do Estado de Sdo Integracdo entre gestdo documental e
2017 g
Paulo- UNESP preservagao digital

Fonte: Adaptado de UFSM (2019, 2020), UNIRIO (2022) e UNESP (2017).

3.4 Reflexodes finais da analise

Partindo das consideracbes feitas anteriormente, este trabalho elenca a necessidade
de a UFS, por meio do DAA, contribuir de maneira significativa para a preservacao digital
dessa instituicdo. O fato de inexistirem normas e diretrizes internas, considerando ainda que o
arcabouco tecnoldgico para estabelecer diretamente a preservacao digital é inadequado,
evidencia uma ameaca para a memdria digital académica. Dessa forma, é necessario
compreender a aplicabilidade de um RDC-Arq como instrumento tecnoldgico decisivo na
garantia da seguranca juridica, na relevancia dos direitos dos discentes e na atitude de

transparéncia e responsabilidade da instituicao frente a sociedade.

11
Siti, Maceid, v. 7, €235, 2025 11



VII SEMINARIO INTERNACIONAL DE INFORMAGCAO, TECNOLOGIAEINOVAGAO

4 CONCLUSAO

Considerando o contexto arquivistico do DAA, esta pesquisa confirma a importancia de
implantar um Repositério Arquivistico Digital Confidvel (RDC-Arq) na instituicdo, como medida
estratégica para preservar a documentacdo académica digital. A analise de documentos,
realizada segundo a técnica de Bardin (2015), revelou caréncia de normativas internas e
fragilidade nas praticas de preservacdo dos Documentos Arquivisticos Digitais (DADs). Ainda
assim, o RDC-Arq se apresenta como solu¢cdo compativel com a legislacdo em vigor e com as
diretrizes arquivisticas nacionais.

Observa-se a inexisténcia de politicas arquivisticas formais e de diretrizes claras para a
preservacao dos dossiés académicos digitalizados, o que compromete a autenticidade, a
integridade e a confiabilidade desses documentos, além da seguranca juridica da instituicdo.
Ademais, a auséncia de referéncia ao RDC-Arg no Plano de Desenvolvimento Institucional
(PDI), em portarias e em outras resolugdes evidencia a necessidade de maior engajamento
institucional com a governanca da informacdo e a memdria académica digital.

Outra questdo relevante estd na comparacao entre as praticas atuais do DAA e os
requisitos definidos pela Resolugdo Conarg n2 51/2023 evidenciou lacunas significativas que
comprometem a conformidade arquivistica e a longevidade dos registros digitais. Os dados
indicam que a preservacao dos registros digitais ndo se configurou como operacional e
estratégica, sem apoio técnico e normativo adequado. Assim, a implementacdo de um RDC-
Arqg na UFS representa, ndo sé uma moderniza¢ao da gestdao documental, como uma ac¢ao de
responsabilidade institucional em relacdo a transparéncia, legalidade e continuidade
administrativa. Uma vez que as experiéncias de sucesso de outras Instituicdes de Ensino
Superior (IES) como a UFSM, UNIRIO e UNESP evidenciam a seguranca informacional, o uso do
repositério, a padronizacao dos fluxos documentais e o respeito a legislacdo vigente sao
fundamentais.

Dessa forma, constata-se que um RDC-Arq deve ser adotado como prioridade
institucional da UFS, especialmente no DAA, para consolidar uma politica sélida e duradoura
de preservacdo digital que garanta a integridade do patrimonio documental e a efetividade
dos direitos académicos dos discentes, fortaleca a memédria institucional e legitime a

universidade como um agente comprometido com a gestdo publica eficiente e transparente.
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