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Resumo: O estudo visa analisar as consequéncias da ruptura da cadeia de custédia digital arquivistica
em instituicoes privadas, destacando os fatores que levam a negligéncia na preservacdo segura de
documentos digitais e a auséncia de profissionais qualificados na area. A pesquisa, de abordagem
gualitativa e carater descritivo-exploratério, baseia-se em um estudo de caso que combina revisdo
bibliografica com observacado direta em trés instituicdes. Os resultados apontam para a necessidade
urgente de ambientes de gestdo arquivistica confiavel, conforme a norma e-ARQ Brasil, com o
suporte de profissionais da informagao.
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Abstract: The study seeks to analyze the consequences of the disruption of the digital archival chain
of custody in private institutions, highlighting the factors that lead to negligence in the secure
preservation of digital documents and the absence of qualified professionals in the field. The research,
employing a qualitative approach and descriptive-exploratory character, is based on a case study
combining bibliographic review with direct observation in three institutions. The results point to the
urgent need for reliable records management environments, in accordance with the e-ARQ Brasil
standard, supported by information professionals.
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1 INTRODUCAO

Um documento digital é toda informacdo registrada, codificada em digitos binarios,
acessivel e interpretdvel por meio de sistema computacional. Por essa razao, é fundamental
gue o ambiente destinado a sua producdo, armazenamento e preservacio seja
tecnicamente estruturado e confidvel, de modo a assegurar uma custédia arquivistica

segura, auténtica e conforme os principios da gestdo documental.
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Nesse contexto, para uma administracdo eficiente dos documentos arquivisticos
digitais, destaca-se a importdncia da adocdo de um sistema informatizado de gestdo
arquivistica de documentos (SIGAD). Esse tipo de sistema assegura a manutencdo da
organicidade, confiabilidade, autenticidade e acessibilidade continuas — preservando, assim,
o seu valor como evidéncia das atividades realizadas pelo 6rgao ou entidade produtora.

Sob essa perspectiva, é relevante destacar o papel estratégico do profissional da
informacdo no ambito das empresas privadas. Seu conhecimento técnico contribui
diretamente para a organizagao, gestao e preservagao de arquivos, promovendo a eficiéncia
administrativa e a conformidade com as normas arquivisticas. Além disso, no que diz
respeito aos ambientes destinados a gestdo e preservacdo dos documentos digitais, é
imprescindivel o uso de sistemas arquivisticos confidveis, administrado por profissionais
capacitados, a fim de assegurar a continuidade da cadeia de custddia digital e do ciclo de
vida documental.

Assim, a presente pesquisa abordara a forma como instituicdes da iniciativa privada
realizam o armazenamento e a gestdo de seus documentos arquivisticos digitais. Isso
porque, ao iniciar a producdo de documentos digitais sem dispor de um ambiente de gestao
confidvel, a empresa compromete a autenticidade e a integridade desses documentos,
ocasionando uma ruptura na cadeia de custdédia arquivistica — situacdo que afeta
negativamente todo o ciclo de vida do documento digital.

Nesse sentido, considerando que o arquivo é o setor responsavel por gerenciar e
resguardar as informacgdes corporativas, esse estudo parte das seguintes questdes: por que
as empresas privadas ndo preservam seus documentos digitais de forma adequada? E por
gue ndo contratam especialistas para gerenciar seus arquivos?

Diante disso, os objetivos desta pesquisa sdo: investigar as razdes pelas quais as
empresas privadas deixam de adotar praticas corretas de preservacao digital e deixam de
contar com profissionais especializados na gestdo de seus arquivos, bem como propor
alternativas que contribuam para a implementacdo de uma preservacao documental eficaz,

segura e alinhada as normas arquivisticas vigentes.

2 CADEIA DE CUSTODIA

O processo de transicdo da documentacdo analdgica para a digital, isto é, a

digitalizacdo, é definido, conforme o Conselho Nacional de Arquivos (CONARQ, 2016, p. 20),
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como a “[...] conversdao de um documento para o formato digital, por meio de dispositivo
apropriado”, processo essencial em uma sociedade interconectada. Porém, como ressaltam
Schafer e Flores (2013), “[...] ha uma ‘confian¢ca’ nas informacdes contidas em um
documento arquivistico original que pode ndo ser possivel em um representante digital”.

Entretanto, para que uma instituicdo realize procedimentos de digitalizacdo com
validade legal, é necessario dispor de, no minimo, um plano de classificacdo (PCD) e uma
tabela de temporalidade de documentos (TTD), bem como regras claras de acesso a
informagcdo e mecanismos de tratamento de dados com restricao de acesso (Brasil, 2020).
Também se exige a utilizacdo de um sistema informatizado que atenda aos requisitos
arquivisticos e implementacdo de um repositério digital confidvel, capaz de assegurar a
integridade, a autenticidade e a preservacdao dos documentos digitais desde sua captura até
o final de seu ciclo de vida. Tais exigéncias reforcam a importancia da gestdo documental
como base para garantir a confiabilidade juridica e administrativa dos documentos digitais e
sua preservagao a longo prazo.

Tendo isso em vista, para garantir a presun¢dao da autenticidade dos documentos
digitais, é necessdrio analisar sua forma, contelido e o ambiente de produc¢do, uso e
preservacao. No que se refere ao ambiente, é imprescindivel a definicdo de direitos de
acesso, espacos de trabalho, conjunto de metadados e politicas de preservacdao (CONARQ,
2012). Além disso, a entidade custodiadora deve possuir reputacdo integra, demonstrar
capacidade técnica e conhecimento especifico em gestdo documental, de modo a inspirar a
confianca dos usudrios (CONARQ, 2012).

Nesse contexto, a cadeia de custddia digital arquivistica (CCDA) equivale a um
principio aplicdvel aos documentos digitais, considerando suas especificidades e
complexidades, para garantir que esses documentos de arquivo ndo sofram uma ruptura em
sua cadeia de custédia arquivistica em um ambiente digital. Ela os mantém sempre
confinados em ambientes auditaveis, com requisitos arquivisticos homologados e sem
interrupcdes — desde sua producdo, transmissdo, arquivamento até sua destinacdo final
(Gava; Flores, 2020, 2021).

A CCDA desempenha um papel estratégico na organizacdo e na protecdo do percurso
dos documentos arquivisticos digitais ao longo de suas trés fases — corrente, intermediaria e
permanente (Gomes; Souza, 2024). Cada uma dessas etapas requer ambientes tecnolégicos

distintos e controlados: enquanto as fases iniciais concentram-se na gestao e no uso ativo
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dos documentos, a fase permanente demanda um ambiente orientado a preservagdo a
longo prazo e difusdo segura.

Nessa conjuntura, torna-se imprescindivel que as instituicdes da iniciativa privada
adotem programas de gestdo arquivistica documental, preferencialmente integrados a
SIGADs, aliados a implementacdo dos repositérios arquivisticos digitais confiaveis (RDC-Arq).
Essa combinacdo possibilita o controle eficiente dos ciclos vitais dos documentos,
contribuindo para a preservacao adequada e segura de toda a documentacao produzida.

Considerando esse cendrio, para que essa realidade seja implementada nas
instituicdes privadas, é imprescindivel que elas iniciem a ado¢do do modelo de requisitos

para sistemas informatizados de gestdo arquivistica de documentos (e-ARQ Brasil), o qual é:

[...] uma especificagdo de requisitos a serem cumpridos pela organizagdo
produtora/recebedora de documentos, pelo sistema de gestdo arquivistica e pelos
proprios documentos, a fim de garantir sua confiabilidade e autenticidade, assim
como seu acesso, pelo tempo que for necessario (CONARQ, 2022, p. 10).

Nesse sentido, o e-ARQ Brasil apresenta os fundamentos da gestdo de documentos
arquivisticos, introduzindo conceitos essenciais como documento arquivistico, documento
arquivistico digital e gestdo documental (Garcia; Sayao; Silva, 2023). Além disso, as
propriedades desses documentos — organicidade, autenticidade, integridade, unicidade e
acessibilidade — s3ao elementos fundamentais para a compreensdo das especificidades de

sistemas voltados a producdo, organizacdo, controle e preservacdo de objetos digitais.

Garcia, Sayao e Silva (2023) destacam a importancia da formulacdo de politicas
institucionais, da definicdo de requisitos funcionais e da utilizacdo de instrumentos
arquivisticos que assegurem a custddia, a confiabilidade e a preservag¢ao desses documentos
ao longo do tempo para garantir sua validade como registros auténticos das acdes

institucionais e instrumentos de prova administrativa, juridica e histérica.

Com relacdo ao ambiente de gestdo de documentos, seu planejamento e
implantacdo sdo essenciais para o desenvolvimento ou a aquisicdao de um sistema aderente
aos requisitos do e-ARQ Brasil. Nesse viés, a gestdo de documentos envolve procedimentos
e operacOes técnicas de producdo, tramitacdo, uso, avaliacdo e arquivamento de
documentos em fase corrente e intermediaria até sua destinacdo final (Brasil, 1991).

Desse modo, o SIGAD possui a funcdo de gerenciar, de forma segura e confidvel, a

crescente producdo documental nas organizacdes, independente do seu suporte (CONARQ,
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2022). Esse gerenciamento abrange um conjunto articulado de operagdes, como a captura,
armazenamento, controle de acesso, aplicacdo de PCDs e TITDs, tramitacdo,
acompanhamento do ciclo de vida documental e a definicdo de critérios para avaliacao,

destinagao e preservagao.

Ele contribui para garantir a integridade, autenticidade e acessibilidade dos
documentos arquivisticos a médio e longo prazo, assegurando sua disponibilizacao para fins
administrativos, legais, fiscais e historicos até seu destino final, seja eliminacdo ou
recolhimento para guarda permanente. Portanto, sua implementacao deve estar alinhada
aos principios da gestdo documental e diretrizes arquivisticas nacionais (CONARQ, 2022,

2023).

Assim, é importante debater também a respeito da preservacao digital, isto é, o
"Conjunto de agdes gerenciais e técnicas exigidas para superar as mudancas tecnolégicas e
fragilidade dos suportes, garantindo o acesso e a interpretacdo de documentos digitais pelo
tempo que for necessario” (CONARQ, 2020, p. 39). O seu desenvolvimento precisa envolver
toda a organizacao e demanda investimento em recursos financeiros, humanos, tecnolégicos

e alteragao da cultura organizacional.

A preservacao digital exige planejamento sistematico, por meio de politicas e planos
de preservacdo, amparado por estudos técnicos e diagndsticos institucionais (Souza;
Aganette, 2020). As politicas estabelecem diretrizes institucionais, viabilizam a aloca¢do de
recursos e asseguram a sustentabilidade das acbes preservacionistas. J& os planos sdo
instrumentos operacionais que orientam a implementacao de estratégias e procedimentos
voltados a manutencdo da autenticidade, integridade, confiabilidade e acessibilidade dos

documentos.

Portanto, a preservacgao digital sistémica (PDS) pressup&e a manutenc¢do da CCDA de
forma ininterrupta em ambientes digitais confidveis (Gava; Flores, 2021, 2022). Na formacao
da PDS, observa-se a manutencao de caracteristicas duradouras dos documentos, tal como a
autenticidade e a propria organicidade (Melo; Luz, 2022), além de caracteristicas trazidas
aos documentos nato-digitais, como forma fixa, conteldo estavel, documento estatico,

documento interativo e variabilidade limitada (Santos; Flores, 2017).
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3 MODELO OAIS

O Open Archival Information System (OAIS), formalizado pelo padrao da International
Organization for Standardization (ISO 14721:2025), é um modelo conceitual fundamental
para a preservacdo digital de longo prazo. Ele estabelece uma estrutura completa para
sistemas de arquivamento, garantindo que as informagdes digitais permanecam acessiveis e
compreensiveis ao longo do tempo, independentemente das mudancgas tecnoldgicas (ISO,
2025a).

No modelo, o "longo prazo" é um elemento central, esse termo esta associado a um
periodo indefinido em que tecnologias, formatos de dados e métodos de acesso podem se
tornar obsoletos (ISO, 2025a). O objetivo principal é assegurar a autenticidade, integridade e
utilidade dos dados para as futuras geragdes. Para isso, o OAIS define claramente os papéis,
responsabilidades e processos necessarios, desde a ingestdo dos conteudos até sua
disponibilizacdo aos usuarios.

Portanto, ele é utilizado no contexto de estratégias voltadas para a padronizacao dos
processos que conduzem a conferéncia da preservacao da informacao digital, suportada por
meios de acesso e difusdo como os repositorios institucionais. Ele fornece uma ampla visao
das etapas necessdrias ao tratamento dos recursos para acesso, considerando os atores
envolvidos neste processo, que consistem basicamente em quatro entidades: produtor
(producer), consumidor (consumer), administracdo e arquivo (I1SO, 2025a).

Ja as entidades funcionais s3ao essenciais para organizar as responsabilidades e os
fluxos de trabalho dentro de um arquivo digital. Elas garantem que a informacdo seja
recebida, armazenada, gerenciada e disponibilizada de forma confidvel e consistente ao
longo do tempo. Nesse sentido, as principais sdo: ingestdo, administracdo, area de
armazenamento, gerenciamento de dados, acesso e planejamento de preservacdo (Flores;
Pradebon; Cé, 2017).

O modelo OAIS foi estruturado para gerenciar o fluxo de informacdes necessario a
preservacao de documentos digitais (Santos; Flores, 2020b). Para isso, ele utiliza trés tipos
de pacotes de informacdo para facilitar o transporte e a custddia dos documentos: o pacote
de informacdo para submissdo (SIP), a entrada de dados; pacote de informacdo para
arquivamento (AIP), a preservacdo de longo prazo;, e pacote de informacdo para

disseminacdo (DIP), a entrega aos usuarios.

Siti, Maceio, v. 7, €238, 2025 6



VII SEMINARIO INTERNACIONAL DE INFORMAGCAO, TECNOLOGIAEINOVACAO

Os pacotes possuem fungdes distintas complementares na preservagao de
documentos digitais (Santos; Flores, 2020b). O SIP reune informacGes administrativas e
contextuais que sustentam a autenticidade do documento desde sua entrada no sistema. O
AIP, por sua vez, preserva o SIP e adiciona metadados que garantem a integridade e a
rastreabilidade do conteido ao longo do tempo. Jd o DIP corresponde a versao
disponibilizada ao publico, em formatos acessiveis, mas mantendo as propriedades
arquivisticas essenciais.

A entidade funcional de ingestdo é responsdvel por preparar os conteudos para
armazenamento e gerenciamento no arquivo OAIS (Flores; Pradebon; Cé, 2017). Esse
processo ocorre através dos SIPs, enviados pelo produtor ao OAIS. A forma e o conteudo
desses pacotes sdo negociados entre o produtor e o administrador do arquivo. Essa etapa
garante a recep¢dao e organizagao adequada dos dados, seguindo as regras e padroes
estabelecidos.

No ambiente OAIS, os SIPs sdo transformados em um ou mais AlPs, essenciais para a
preservacao. Cada AIP é composto por um conjunto completo de preservation description
information (PDI), que detalha as informag¢des de conteudo associadas, e pode, ainda,
incorporar outros AlIPs (I1SO, 2025a).

As informacodes sobre os pacotes AIP estdo de acordo com normas internas do OAIS,
podendo variar, uma vez que sdao geridas neste ambiente. Apds uma solicitacdo, o OAIS
retorna a totalidade ou uma parte do AIP como resposta ao consumidor. Esse material serd
enviado na forma de um DIP. O DIP também podera incluir cole¢bes de AlPs, as quais podem
ou nao conter uma PDI completa (ISO, 2025a).

As atividades do OAIS podem ser consideradas arquivisticas, pois corroboram com a
conceituacdo dada pela norma internacional para descricdio de fungbes (Conselho
Internacional de Arquivos, 2008, p. 13) que as conceituam como: "Qualquer objetivo de alto
nivel, [...] como atribuicdo de uma entidade coletiva pela legislacado, politica ou mandato".
Nesse sentido, as entidades funcionais apresentam servicos de alto nivel a serem executados
por um repositorio.

Externo ao ambiente OAIS, hd duas entidades a serem consideradas: o produtor e o
consumidor. Elas exercem funcgdes elementares referentes a origem e finalidade dos
processos de preservacao digital. O produtor envia um fluxo de dados contendo o pacote SIP

ao repositorio. Posteriormente, ocorre sua transformagdo em AIP para o arquivamento em
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longo prazo. E, por fim, o consumidor podera fazer consultas/solicitacbes (query
responses/orders) ao OAIS e obter o pacote DIP com os respectivos resultados (Santos;
Flores, 2020b).

E nesse alinhamento com a estrutura do OAIS que o RDC-Arq configura-se como a
solucdo brasileira para a preservacao digital de longo prazo, incorporando seus principios de
gestdo e as melhores praticas internacionais para assegurar a confiabilidade arquivistica dos
documentos digitais. A conformidade do RDC-Arq com tais requisitos é avaliada por meio de
auditorias baseadas em padrdes, como a ISO 16363:2025 (ISO, 2025b), que especifica
requisitos para auditoria e certificacdo de repositdrios digitais confiaveis.

Nesse sentido, documentos com valor permanente exigem a preservagao no RDC-Arq
de forma a assegurar a seguranca e manutencdo de sua autenticidade e organicidade
(CONARQ, 2023). Enquanto para os em fases corrente e intermedidria pode ser
recomendado quando forem sensiveis, complexos ou de longa temporalidade.

Na medida em que os formatos de arquivo se tornam obsoletos, o RDC-Arq executa
conversdes e migracdes para novos formatos conforme a politica de preservacdo definida
pela instituicdo, a fim de assegurar o acesso continuo aos documentos (CONARQ, 2023). A
preservacao por intermédio do RDC-Arq admite diversos formatos de arquivo, sejam
textuais, sonoros, multimidia, iconograficos, entre outros.

Somando a isso, é fundamental que o RDC-Arg assuma uma missao institucional clara
e comprometida com a preservacao digital e o acesso continuo a informacao arquivistica em
longo prazo (Santos; Flores, 2020a). Para garantir esse compromisso, diretrizes bem
definidas, como os planos de sucessao e a politica de recolhimento para custddia, devem ser
formuladas (Santos; Flores, 2020a). Esses instrumentos sdo essenciais para garantir ndo
apenas a continuidade e estabilidade da preservagao digital, mas também a manutencao da

integridade, da autenticidade e do valor probatério dos documentos arquivisticos.

4 RUPTURA DA CADEIA DE CUSTODIA

Jenkinson (1922, p. 11, traducdo nossa) afirma que: "[...] para ser considerado
arquivo, é necessario que o material seja auténtico e o meio de demonstrar a autenticidade
é a possibilidade de provar uma linha imaculada de custodiados responsaveis". A

preocupacdo desse autor refere-se a existéncia de falsificacbes ou mesmo documentos que
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foram separados de sua origem e que, em muitos casos, ocorreram por interrupgdo na
custodia (Silva, 2019).

A autenticidade é configurada por uma série de elementos que caracterizam a
confiabilidade e a flexibilidade de um documento. Para que um documento torne-se
auténtico, ele precisa ser custodiado por uma instituicdo responsavel e possuir elementos
para garantir sua estrutura diplomatica, tais como autoria e data (CONARQ, 2012). Esses
elementos validam o documento e concretizam sua autenticidade e veracidade, tornando-o
confidvel. Sdo caracteres intrinsecos e extrinsecos de cada documento que pressupdem a
analise de seu suporte segundo os referenciais da Diplomatica (Flores; Rocco; Santos, 2016).

J4 a autenticagdo — que resulta no documento autenticado, na digitalizacdo
autenticada ou na assinatura digital —, é uma declaracdo de autenticidade de um
documento, em um determinado momento, resultante do acréscimo de um elemento ou
afirmacgdo por parte de uma pessoa investida de autoridade para tal (Flores; Rocco; Santos,
2016). Ao reconhecerem a diferenca entre esses dois conceitos, as organizacdes estdo mais
preparadas para adotar estratégias preventivas, de modo a diminuir os riscos e garantir a
integridade e autenticidade de seus documentos digitais a longo prazo.

Além disso, a guarda inadequada de documentos arquivisticos pode gerar
implicacdes juridicas sérias para a instituicdo responsdvel. Quando ha perda de
autenticidade, integridade ou acesso indevido, isso pode configurar negligéncia
administrativa, implicando em sanc¢Ges civis, administrativas ou até penais, conforme a
legislacdo vigente (Brasil, 1991). A instituicdo deve garantir a protecdo dos documentos
arquivisticos contra perdas, danos, alteracdes ndo autorizadas e extravios, assegurando sua
funcdo probatoria, histérica e administrativa.

Nesse contexto, a busca por solugdes que garantam, de fato, a eficiéncia do
gerenciamento eletrénico de documentos (GED) nas organizacGes ndo é algo trivial. As
organizagdes produzem um volume documental consideravel e, com o avancgo tecnoldgico e
eventuais alteracdes nas diretrizes internas focadas nas melhorias de processos ou
implantacdes de novos projetos, os documentos e sua gestao sofrem diversas atualizagdes.

A pessoa ou entidade que for transferir para essa instituicdo precisa apresentar
cabalmente a autenticidade dos documentos digitais. Para tanto, faz-se necessario verificar
se houve alteracdo, intencional ou ndo, pois a instituicdo arquivistica assumiria um risco ao

recolher materiais ndo verificados e avaliados em sua prépria condicdo de documento
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auténtico, e essa é uma tarefa do produtor (Silva, 2019). Dessa forma, é fundamental
reconhecer o papel dos sistemas informatizados na preservacao digital, pois permitem o
acompanhamento e monitoramento continuo do ciclo de vida e custddia ininterrupta

(Santos, 2019).

5 METODOLOGIA

Esta pesquisa consiste em um estudo de caso de natureza qualitativa, centrado no
aprofundamento da compreensdao de um ou poucos objetos de investigacdao (Gil, 2002;
Gerhardt; Silveira, 2009). Além disso, possui carater descritivo-exploratdrio, pois visa “[...]
descrever completamente determinado fenbmeno” (Marconi; Lakatos, 2003, p. 188).

A abordagem adotada é a pesquisa de campo, realizada em trés instituicOes privadas
de Maceié, para analisar as praticas adotadas referentes a gestdo, armazenamento e
preservacao de documentos arquivisticos digitais. A pesquisa concentrou-se na observacao
do ambiente institucional e andlise de normativas, procedimentos internos, estruturas
tecnoldgicas e sistemas utilizados na gestdao documental.

Para o levantamento e analise dos dados, foram utilizados instrumentos como a
observagdo sistematica e a pesquisa documental, o que possibilitou uma visao critica das
condicBes estruturais, normativas e tecnolégicas relacionadas a custddia e preservacao
digital. O diagndstico obtido foi interpretado a luz do e-ARQ Brasil, da cadeia de custddia
digital e dos principios do modelo OAIS, permitindo a identificagdao de fragilidades e a

proposi¢cdao de melhorias.

6 DIAGNOSTICO

Durante a realizagdo da pesquisa, identificou-se que nenhuma das trés instituicdes
avaliadas contratou profissional especializado para o controle e a manutencdo de seus
arquivos. Em todos os casos, a gestdao optou por designar profissionais da area de Tecnologia
da Informacdo ou de areas correlatas para essa funcdo. Embora essa escolha seja
compreensivel, considerando que esses profissionais possuem habilidades valiosas no
ambiente digital, ela evidencia a auséncia de uma abordagem arquivistica adequada na
gestdo dos documentos digitais dessas empresas.

Nesse cendrio, ao analisar os ambientes digitais utilizados pelas empresas para o

armazenamento de seus documentos, constatou-se a auséncia de sistemas de gestdo
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arquivistica confidveis. Essa deficiéncia compromete diretamente a manuten¢dao da CCDA,
fragilizando o controle continuo sobre a autenticidade, integridade e confiabilidade da
informacdo registrada. Verificou-se, ainda, a utilizacdo de sistemas de GED como
repositérios arquivisticos, os quais apresentam fragilidades técnicas e procedimentais que
colocam em risco tanto a seguranca da informacdo quanto a seguranca juridica das
organizagoes.

Como exemplo, destaca-se a adocdo do Google Drive pelas trés instituicdes
analisadas como principal ambiente de gestdo e preserva¢dao de documentos arquivisticos
digitais. A escolha, segundo os usudrios, justifica-se pela praticidade e funcionalidade da
ferramenta, que permite o acesso rapido, o download e a modificacdo dos documentos. No
entanto, essa pratica compromete os principios da cadeia de custddia arquivistica digital,
pois o sistema utilizado n3ao oferece mecanismos adequados para a autenticidade desses
documentos.

Vale destacar que, em decorréncia desse cenario, observou-se uma desordem nos
documentos armazenados no Google Drive, em grande parte, causada pela auséncia de um
PCD adequado. Essa lacuna comprometia a organizacdo da informacdo e, em consequéncia,
tornava mais onerosa a busca e recuperagao de documentos pelos funcionarios.

Dessa forma, ao confiar seus documentos digitais a um sistema que ndo adota os
principios arquivisticos nem respeita as etapas do ciclo de vida documental, o gestor expde a
instituicdo a riscos de inseguranca juridica, em razdo do comprometimento da
autenticidade.

As empresas analisadas compartilham um objetivo em comum: digitalizar seus
documentos analégicos para preserva-los permanentemente. Entretanto, a preocupacio
estava voltada ao volume de documentos digitalizados, deixando em segundo plano a
gualidade, fidelidade e conformidade técnica exigida pelo processo. Por esse motivo, era
comum que a tarefa fosse atribuida a estagidrios, priorizando-se apenas a execugdo rapida

da atividade, sem o devido rigor técnico.

7 PROPOSTA

Com base no diagndstico realizado, torna-se imprescindivel que as empresas privadas
adotem sistemas arquivisticos de gestdo confidvel, a fim de organizar e preservar seus

documentos digitais conforme as normas arquivisticas brasileiras vigentes. Paralelamente, é
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dever da gestdo dessas instituicGes reavaliar o perfil dos profissionais responsaveis pela
administracdo desses sistemas, uma vez que ambientes arquivisticos e informacionais
exigem atuacdo técnica especializada de profissionais da informacdo (arquivistas,
bibliotecdrios e gestores da informacgao), capazes de assegurar a autenticidade, integridade e
acesso continuo aos documentos digitais.

Nesse contexto, recomenda-se a implementacdo de um SIGAD (CONARQ, 2022) para
gue a organizacdo dos documentos passe a contemplar o ciclo de vida documental,
respeitando as fases corrente e intermediaria até a destinacao final. Essa medida garante a
continuidade da cadeia de custddia arquivistica, preservando a integridade, a autenticidade
e o valor probatdrio dos documentos ao longo do tempo.

Em complemento, propde-se a adocdo do modelo de referéncia OAIS (ISO, 2025a)
como arcabougo conceitual para a preservacgao digital de longo prazo e a implementacao de
RDC-Arq (CONARQ, 2023).

Para sustentar a confianca no repositorio, recomenda-se ainda que seus sistemas
sejam projetados de acordo com padrdes e convengdes amplamente aceitos, e passiveis de
auditoria (ISO, 2025b). Assim, a confiabilidade deve ser demonstrada aberta e
explicitamente, mediante politicas, praticas e indicadores de desempenho auditaveis e
mensuraveis, contemplando as responsabilidades de longo prazo perante depositantes e
usuarios.

Por fim, as empresas devem complementar suas aclOes organizacionais com
instrumentos arquivisticos fundamentais — PCD, TTD (CONARQ, 2022), normas de descri¢cao
arquivistica, vocabularios controlados, guias e catalogos —, além de politicas formais voltadas
a preservacao digital, seguranca da informacdo, acesso e transparéncia ativa. Tais medidas
sdo essenciais para assegurar a conformidade com as melhores praticas nacionais e

internacionais, bem como garantir a efetividade da gestdo arquivistica digital.

8 CONSIDERAGOES FINAIS

Durante a realizacdo desta pesquisa, constatou-se que o comodismo aliado a busca
por solucbes mais acessiveis e imediatas leva as empresas analisadas a negligenciarem
praticas adequadas de preservacao e gestao de seus documentos arquivisticos digitais. Essa
postura compromete a autenticidade, integridade, confiabilidade e acessibilidade dessas

informacgdes ao longo do tempo.
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Diante desse cendrio, destaca-se a relevancia do referencial teérico apresentado
nesse estudo, o qual fornece fundamentos técnicos e conceituais para orientar possiveis
transformacdes nos arquivos dessas instituicdes. A adocado efetiva das praticas arquivisticas,
aliada a contratacdo de profissionais qualificados — como arquivistas e gestores da
informacdo —, é fundamental para a implementacdo de politicas eficientes de gestao
documental.

Ao longo do trabalho, foram discutidos conceitos como a cadeia de custddia
arquivistica digital, que garante a guarda continua, segura e autenticada de documentos
digitais durante todo o seu ciclo de vida. A manutencdo dessa cadeia — sem rupturas — é
condicdo indispensdvel para assegurar o valor probatdrio dos documentos, reforcando a
importancia de se estruturar um SIGAD corporativo eficiente e integrado as praticas
arquivisticas.

Adicionalmente, foi evidenciada a importancia da aplicacdo do modelo de referéncia
OAIS, especialmente por meio de seus pacotes de informacao, articuladores da relacdo entre
os produtores, administradores e consumidores da informacado digital. O OAIS oferece uma
estrutura padronizada e, portanto, contribui para a preservacao a longo prazo e a garantia
da autenticidade dos documentos digitais.

Importa ainda destacar que a continuidade da CCDA se sustenta na
interoperabilidade entre trés ambientes complementares: o ambiente de gestao documental
(SIGAD), o de preservacao digital confidvel (RDC-Arqg) e a plataforma de acesso, descricdo e
difusdo. A integracdo entre esses sistemas assegura uma abordagem sistémica da gestdo
documental, essencial para a longevidade da informacao arquivistica digital.

Nesse contexto, torna-se urgente que as trés empresas analisadas adotem um SIGAD,
conforme preconizado pelo modelo de requisitos e-ARQ Brasil, junto com o RDC-Arg. Por
fim, é imprescindivel que essas instituicoes reconhecam a complexidade e a vulnerabilidade
dos documentos digitais e compreendam que a adoc¢do de praticas arquivisticas confidveis
ndo é apenas uma exigéncia normativa, mas uma necessidade estratégica para garantir

seguranca juridica, eficiéncia administrativa e transparéncia institucional.
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