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Modalidade: Trabalho Completo

Resumo: O trabalho teve como objetivo analisar a possibilidade de aplicacdo do modelo de referéncia
Open Archival Information System como estrutura arquivistica promotora da abordagem de privacidade
desde a concepcao - privacy by design - na gestao e preservacao de dados pessoais. A pesquisa possui
natureza qualitativa, com método bibliografico, baseado na andlise de livros, artigos académicos e
documentos técnicos. Como resultado, verificou-se que o modelo estudado funciona como ferramenta
promotora do compliance em protecdo de dados, especialmente por permitir a integracdo de seus
pacotes com os principios fundamentais previstos na legislacdo brasileira.
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Abstract: The scientific work aimed to analyze the applicability of the Open Archival Information
System reference model as an archival structure that promotes the privacy by design approach in the
management and preservation of personal data. The research has a qualitative nature, using a
bibliographic method based on the analysis of books, academic articles, and technical documents. As a
result, it was found that the model functions as a compliance-enhancing tool for data protection,
especially by enabling the integration of its packages with the fundamental principles established by
Brazilian legislation.
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1 INTRODUCAO

A crescente digitalizacdo dos processos informacionais em instituices publicas e
privadas gerou, ao longo das ultimas décadas, uma verdadeira transformacdo no modo
como dados sdo produzidos, armazenados, acessados, difundidos e preservados. Neste
contexto, os dados pessoais ganharam status de ativo de negdcio bastante estratégico,
demandando, em contrapartida, praticas cada vez mais sofisticadas de governanca e protecao

de tais informacoes.
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No Brasil, a promulgagdo da Lein2 13.709/2018, conhecida como Lei Geral de Protegdo
de Dados Pessoais (LGPD), consolidou um novo marco normativo, que impde obrigacdes
legais mais rigorosas sobre o ciclo de vida dos dados pessoais, exigindo o desenvolvimento
de mecanismos técnicos e administrativos capazes de promover a privacidade dos usuarios e
a protecdo das informacles pessoais tratadas pelas organizacdes. A legislacdo ganhou
destaque ainda maior, em 2022, quando a Emenda Constitucional n? 115 elevou a protecdo
de dados ao patamar de direito fundamental.

Entre as diretrizes relevantes da LGPD, destaca-se o principio do privacy by design,
cujo termo ndo estd expressamente listado entre os dez principios do artigo 62 da lei, mas
seu conceito se encontra claramente presente no artigo 46, §29, ao dispor que os agentes de
tratamento devem adotar medidas técnicas e administrativas de seguranca em todas as
etapas da prestacdo do servico. Tal diretriz evidencia uma mudanca de paradigma: a
protecdao dos dados pessoais ndao deve ser apenas uma resposta posterior a riscos ou
violagdes, mas sim um componente estruturante dos projetos e processos institucionais. Isso
implica na adogao de modelos e arquiteturas que, desde sua origem, considerem os
preceitos da LGPD, como mecanismo viabilizador do compliance em protecao de dados
pessoais, que fortalece todas as camadas do negécio (Melo; Rockembach; Silva, 2023).

E nesse cendrio que se identifica uma oportunidade tedrica e pratica de
aproximacdo entre o campo da preservacdo digital sistémica e o da protecdo de dados
pessoais. Em particular, o modelo Open Archival Information System (OAIS), estabelecido
pela norma ISO 14.721:2025 (2025), tem sido amplamente indicado como referéncia
internacional para a organizacdo e preservacao de acervos digitais. Estruturado em
componentes funcionais e pacotes informacionais — Submission Information Package (SIP),
Archival Information Package (AIP) e Dissemination Information Package (DIP) — o OAIS
oferece uma arquitetura arquivistica robusta, centrada na integridade, na acessibilidade
controlada e na rastreabilidade dos objetos digitais ao longo do tempo.

A partir dessa arquitetura, surge o questionamento central que orienta esta
pesquisa: pode o modelo OAIS ser aplicado como uma estrutura arquivistica promotora do
privacy by design, nos termos exigidos pela LGPD, e, consequentemente, como ferramenta de
fomento ao compliance em protecdo de dados pessoais? Esta pergunta articula os
trés campos interdependentes objeto desta pesquisa: a principal legislacio de dados

pessoais aplicada no Brasil (LGPD), os principios de privacidade desde a concepcdo (privacy
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by design) e a engenharia arquivistica da informacdo digital presente no modelo OAIS.

O objetivo desta pesquisa é, portanto, analisar a aplicabilidade do modelo OAIS
como instrumento capaz de promover, de maneira estruturada, os requisitos do privacy by
design na gestdo e preservacdo de dados pessoais. Busca-se demonstrar que, embora
desenvolvido originalmente para fins arquivisticos, o OAIS pode desempenhar papel
estratégico na construcdo de sistemas digitais que, além de preservar a autenticidade e a
integridade dos dados, estejam em conformidade com os principios da LGPD.

A relevancia do estudo reside, portanto, na seguinte interseccdo: em um cendrio no
qual organizagbes buscam se adequar a LGPD e evitar san¢bGes administrativas e
reputacionais, modelos como o OAIS podem fornecer os fundamentos técnicos necessarios a
estruturacao de repositérios que operem com conformidade e governancga ativa. Ao integrar
praticas arquivisticas, exigéncias legais e principios éticos, esta pesquisa pretende contribuir
para o desenvolvimento de abordagens interdisciplinares voltadas a protecdo de dados
pessoais em ambientes digitais, com especial atencdo ao papel estratégico da preservacdo

informacional.

2 METODOLOGIA

A presente pesquisa possui natureza qualitativa, com abordagem exploratéria e de
carater interdisciplinar. Adotou-se o método bibliografico, com base na andlise critica e
interpretativa de livros, artigos académicos, resolugdes técnicas, normas arquivisticas e
dispositivos legais relacionados a protecdo de dados pessoais, preservacao digital,
compliance e modelos arquivisticos. A pesquisa documental foi uma aliada na busca dos
referenciais mais aderentes ao OAIS.

As fontes utilizadas foram selecionadas por sua relevancia tedrica e aplicabilidade
pratica. A coleta de dados se deu por meio da identificacdo e andlise sistematica dessas
obras, priorizando producdes atualizadas e pertinentes ao recorte tematico proposto.

A andlise concentrou-se na verificacdo da aderéncia entre os componentes do
modelo OAIS e os requisitos normativos da protecdo de dados, principalmente a LGPD,
observando de que forma o modelo pode ser aplicado como ferramenta que potencializa o
compliance de dados, promovendo seguranca, transparéncia, responsabilidade e

preservacao de longo prazo — aspectos essenciais a ideia de privacy by design.
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Trata-se, portanto, de uma pesquisa de carater propositivo e hipotético, que, embora
nao se baseie em estudo de caso empirico, propde a aplicabilidade do modelo OAIS como
solucdo viavel e estratégica a conformidade com a LGPD, na preservacao de dados pessoais
em instituicGes publicas e privadas. A busca pela construcdao de hipdteses plausiveis foi
amplamente pautada na literatura. Busca-se, com isso, contribuir para o aprofundamento
das relacdes entre a Arquivologia, a Ciéncia da Informacdo e o Direito Digital, destacando a
importancia de abordagens interdisciplinares no enfrentamento dos desafios

contemporaneos relacionados a protecao e preservacdo de dados pessoais.

3 PRINCIPIOS DA LGPD COMO FUNDAMENTO PARA O COMPLIANCE EM PROTEGCAO DE
DADOS PESSOAIS

O termo compliance deriva do verbo em inglés to comply, que significa estar em
conformidade com leis, regulamentos e normas aplicdveis. No contexto corporativo e
institucional, compliance representa um conjunto de praticas e procedimentos voltados a
promocdo da conformidade legal e ética, a mitigacdo de riscos e a estruturacdo de uma
cultura organizacional responsavel (Assi, 2018). Em tempos de intensificacdo da coleta e do
tratamento de dados pessoais’ por sistemas informatizados, destaca-se um campo
especifico dentro do compliance: o compliance em protecdo de dados, ou compliance
de dados, que abrange justamente a preocupacdo com o cumprimento das normas e
diretrizes legais que regulam o ciclo de vida dessas informacgdes.

No ordenamento juridico brasileiro, a LGPD, Lei n? 13.709/2018, se configura como o
principal marco regulatério aplicdvel a governanca de dados pessoais. Inspirada em
legislacbes internacionais, como o General Data Protection Regulation (GDPR) da Unido
Europeia, a LGPD estabelece principios, direitos e obrigacdes que orientam o tratamento
legitimo de dados, impondo as organizacdes a adocao de medidas técnicas e administrativas
gue garantam transparéncia, seguranca, responsabilidade e respeito a privacidade dos
titulares (Almeida; Soares, 2022).

Neste sentido, para promover uma cultura institucional de compliance de dados, é

! Segundo o artigo 52, X, da Lei Geral de Protecdo de Dados Pessoais, tratamento de dados é: toda operacdo
realizada com dados pessoais, como as que se referem a coleta, producdo, recepcao, classificacao, utilizagao,
acesso, reproducdo, transmissao, distribuicdo, processamento, arquivamento, armazenamento, eliminagdo,
avaliagdo ou controle da informagdo, modificagdo, comunicagdo, transferéncia, difusdo ou extragao.
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fundamental que as organiza¢des implementem a LGPD de forma estruturada, abrangente e
continua. Isso envolve ndo apenas responder a exigéncias pontuais, mas internalizar os dez
principios previstos no artigo 62 da LGPD, os quais funcionam como norteadores ético-
normativos para todas as etapas do tratamento de dados pessoais. Sdo eles: finalidade,
adequacdo, necessidade, livre acesso, qualidade dos dados, transparéncia, seguranca,
prevencado, ndo discriminacao e responsabilizacdo e prestacdo de contas.
De forma objetiva, os principios poderiam ser assim explicados:
1. Finalidade: O tratamento deve ocorrer para propdsitos legitimos, especificos,
explicitos e previamente informados ao titular. E proibida a utilizagdo posterior dos
dados para fins incompativeis com os inicialmente declarados.
2. Adequacdo: Exige-se que o tratamento seja compativel com a finalidade
informada, respeitando o contexto no qual os dados foram coletados. A adequacao
assegura coeréncia entre os dados coletados, o uso de tais dados e a finalidade
declarada ao titular.
3. Necessidade: Impde-se a limitacdo da coleta e uso ao minimo necessario para
a realiza¢do da finalidade declarada. Os dados devem ser pertinentes, proporcionais e
N30 excessivos.
4, Livre acesso: Garante ao titular o direito de consulta facilitada e sobre a forma
e a duracdo do tratamento, bem como sobre a integralidade de seus dados pessoais.
5. Qualidade dos dados: Obriga o agente a manter os dados em condigdes
adequadas de uso, pois assegura ao titular o direito de que seus dados sejam
preservados de maneira atualizada, clara, relevante e mantendo exatiddao das
informacdes.
6. Transparéncia: Garante que o titular tenha informagdes claras e precisas sobre
a realizacdo do tratamento dos dados e os agentes de tratamento envolvidos nestas
operacGes. O objetivo é fazer com que as instituicdbes adotem mecanismos de
publicizacdo de informacgdes sobre o tratamento de dados, como, por exemplo, a
elaboracdo de portais de LGPD nos sitios eletronicos, indicando o contato do
encarregado responsavel pela protecdo de dados, a politica de privacidade da
instituicdo e demais documentos que sejam relevantes.
7. Seguranca: Exige a adocdo de medidas técnicas e administrativas capazes de

proteger os dados pessoais de acessos ndao autorizados e de situacdes acidentais ou
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ilicitas de destruicao, perda, alteracao, comunicacao ou difusdo das informacdes.

8. Prevenc¢do: Orienta a adogdo de medidas proativas voltadas a prevengdo de

incidentes e de minimizacao de danos aos titulares — caso algum incidente aconteca.

9. Ndo discriminagao: Proibe o tratamento de dados com fins discriminatérios,

ilicitos ou abusivos, assegurando que a utilizacdo dos dados ndo resulte em praticas

gue violem direitos fundamentais

10. Responsabilizagdo e prestacdo de contas: Impde ao agente de tratamento o

dever de demonstrar a ado¢do de medidas eficazes para assegurar o cumprimento

das normas de protecdo de dados, incluindo a capacidade de comprovar a

efetividade dessas acdes (Brasil, 2018).

A aplicagdo pratica desses principios, em geral, deve permear todas as fases do
tratamento de dados — desde a coleta e o armazenamento até o compartilhamento,
descarte ou anonimizagao —, exigindo uma abordagem transversal e proativa. Nesse sentido,
embora ndo esteja nominalmente entre os principios listados no art. 62, ganha destaque o
conceito de privacy by design, previsto de forma implicita no art. 46, §22 da LGPD, ao dispor
gue as instituicdes devem adotar medidas de seguranca que protejam os dados pessoais
desde a fase de concepcdo dos projetos e processos que estdo ou virdo a ser implementados.
O privacy by design, portanto, é uma diretriz estruturante da legislacdo, que reforca a
importancia de pensar a protecdo de dados como componente fundamental dos processos e
sistemas, desde seu nascedouro (Oliveira, 2021).

Oliveira, ao tratar das formas pelas quais as organizacbes podem se resguardar de
sancOes administrativas decorrentes do descumprimento da LGPD — ideia intimamente
ligada ao compliance de protecdo de dados —, destaca a relevancia da adoc¢do dos principios
associados ao privacy by design. Para o autor, essa abordagem implica a incorporacdo, desde
a concepgao dos processos de negdcio, de mecanismos técnicos e organizacionais voltados a
seguranca e a protecdo continua dos dados pessoais, visando, por ébvio a implementacdo de
uma estrutura de seguranca capaz de melhor viabilizar a privacidade aos titulares em todas as
fases do tratamento de dados (Oliveira, 2021).

Assim, ao seguir os principios da LGPD de forma continua e integrada aos fluxos
informacionais internos, as organizacbes ndo apenas promovem o privacy by design, mas
também implementam, sistematicamente, o chamado compliance de dados pessoais. Essa

vinculagdo entre principios legais e conformidade técnica representa o eixo central para uma
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governanca de dados pessoais alinhada aos valores democraticos de privacidade,

transparéncia e seguranga.

4 ESTRUTURA ARQUIVISTICA E ELEMENTOS FUNCIONAIS DO MODELO OAIS

No ambito da preservacdo digital, o modelo OAIS, estabelecido na norma ISO
14721:2025, é considerado o referencial conceitual mais sélido e amplamente adotado para
a gestdo e a custddia de documentos digitais. Segundo Gava e Flores (2022), trata-se do
modelo mais relevante da Ciéncia da Informacdo no que diz respeito ao gerenciamento do
documento digital, constituindo uma parte essencial dos Repositérios Digitais Confidveis
(RDC). O OAIS fornece uma estrutura tedrica e funcional capaz de orientar instituicdes
arquivisticas na preservacdo de longo prazo de objetos digitais, garantindo sua
autenticidade, integridade e acessibilidade em uma cadeia de custddia digital para os
objetos digitais, documentos e informacgdes.

O ambiente OAIS é constituido por seis entidades funcionais internas e trés entidades
externas. As internas sdo: admissao (ingest), responsavel por incorporar as informacdes ao
repositério; armazenamento arquivistico (archival storage), que realiza a organizagdo e a
guarda segura dos dados; gestdo de dados (data management), que esta ligada ao controle
dos metadados e informagdes administrativas; administracdo (administration), que
coordena o funcionamento do sistema; planejamento da preservagdo (preservation
planning), voltado a adocdo de estratégias de manutencdo da acessibilidade no tempo; e
acesso (access), que permite a busca e o fornecimento controlado dos documentos a
comunidade designada (Santos; Flores, 2022). J4 as entidades externas sdao o produtor, que
fornece os dados ao repositdrio; o administrador, que estabelece as politicas institucionais; e
o consumidor, que interage com os conteudos arquivados.

Segundo Barni e Rocha (2023), as fung¢bes desempenhadas por essas entidades
cumprem papel central na preservacdo digital, uma vez que posicionam os documentos
dentro do contexto de sua producdo e uso. Ainda de acordo com os autores, isso permite
compreender tanto o papel dos documentos dentro da organizacdo quanto sua interconexdo
com outros registros produzidos, o que reforca até mesmo a légica arquivistica de
manutencdo da memoaria institucional.

A partir desta compreensdo, Santos e Flores (2022) explicam que as entidades estdo
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intimamente relacionadas a trés tipos de pacotes informacionais do modelo OAIS: o
Submission Information Package (SIP), que é o pacote de submissdo recebido do produtor; o
Archival Information Package (AIP), responsdvel pelo armazenamento e preservacdo de
longo prazo; e o Dissemination Information Package (DIP), que representa o conteudo
disponibilizado ao usuario/publico-alvo. Cada pacote contém ndo apenas os dados em si, mas
também informacgGes descritivas (descriptive information) que garantem a autenticidade,
proveniéncia e inteligibilidade dos documentos ao longo do tempo (Santos; Flores, 2022). A

Figura 1 bem representa essa relacdo.

Figura 1 - Entidades funcionais do OAIS
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Fonte: CONARQ (2023).

Em termos praticos, o funcionamento do modelo OAIS pode ser compreendido como
um fluxo estruturado de preservacao digital. Tudo comeca quando o produtor da informacao
— que pode ser um setor institucional, um servidor publico ou um sistema automatizado —
envia os documentos digitais por meio de um sistema de submissdo vinculado a um
repositério arquivistico digital confidvel. Esse envio inicial compde o chamado pacote de
submissdo (SIP), contendo ndo apenas os dados em si, mas também informacdes descritivas
e contextuais. Apds essa fase, o conteudo é processado internamente e passa por uma etapa
de conversdo para formatos compativeis com a preservacao digital de longo prazo, com base
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em padrdes técnicos previamente definidos pela instituicdo. Por exemplo, um video
originalmente em MP4 pode ser convertido para um formato mais adequado a preservagao,
como MKV, de modo a garantir acessibilidade futura e independéncia tecnoldgica.

Esse conteudo convertido e descrito adequadamente integra o pacote arquivistico
(AIP), que sera armazenado de forma segura no repositério, com mecanismos de controle de
integridade, proveniéncia e rastreabilidade. O AIP é mantido de forma permanente,
seguindo as politicas de preservagao digital da instituicdo. Quando houver solicitagao de
acesso por parte do usuario — ou consumidor, nos termos do modelo OAIS —, o sistema
gera uma cépia derivada do conteudo original, denominada pacote de disseminac¢ao (DIP),
gue é entregue de forma controlada ao destinatario. O documento original, no entanto,
permanece resguardado no repositério. Com isso, o modelo OAIS assegura que o0s
documentos arquivisticos digitais sejam mantidos integros, auténticos e acessiveis ao longo
do tempo, mesmo diante de mudancgas tecnoldgicas e operacionais.

Outro aspecto importante do modelo OAIS é sua énfase no controle continuo da
custédia dos documentos digitais, conforme destacado por Gava e Flores (2022). Tal
controle se relaciona ao conceito arquivistico de cadeia de custddia, entendida como a
manutencdo de uma linha ininterrupta de responsabilidade e guarda documental, desde sua
criacdo até sua disponibilizacdo final, assegurando que o conteldo permaneca auténtico e
inalterado. A isso se soma a no¢do de cadeia de preservacdao, que busca garantir que os
documentos preservem sua confiabilidade e possam ser acessados no longo prazo, mesmo
diante das mudancas tecnoldgicas e contextuais.

Ainda nesse sentido, o OAIS é pensado para assegurar a preservac¢ao de longo prazo,
definida como aquela que demanda atencdo especial aos impactos das mudancas
tecnoldgicas
— como novos formatos, suportes de armazenamento e niveis de conhecimento da
comunidade usudria —, ainda que o proprio modelo em si ndo seja permanente (Santos;
Flores, 2019). Essa perspectiva reforca a sua aplicabilidade continua e a necessidade de
revisao e adaptacdo periddicas conforme as transformacdes do ecossistema digital.

Cabe observar que o modelo OAIS permite que os repositdrios sejam implementados
inclusive em ambientes de computacdo em nuvem, nos quais os documentos digitais podem
estar armazenados geograficamente distantes da instituigao arquivistica responsavel, o que

reforca ainda mais a necessidade de controle funcional, técnico e normativo sobre a
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preservacao documental (Gava; Flores, 2022).

Complementando essa perspectiva, a versao 3 do modelo OAIS, publicada em 2025,
fortaleceu o conceito de Arquivos Federados, que amplia a capacidade de interoperabilidade
entre repositérios distribuidos. A proposta contempla arquiteturas heterogéneas de
instituicdes produtoras e entidades custodiadoras, permitindo a integracdo funcional de
sistemas distintos em rede e garantindo a heterogeneidade dos ambientes de custddia
digital e preservacdo. Essa atualizacdo fortalece a aplicacgdo do OAIS em contextos
colaborativos e geograficamente dispersos, como ambientes em nuvem, sem comprometer
os requisitos de autenticidade, preservacdo e acesso aos documentos digitais (The
Consultative Committee for Space Data Systems - CCSDS, 2024).

Dessa forma, o OAIS configura-se como uma base arquivistica conceitual e funcional
indispensavel a preservacdo digital confidvel sistémica, podendo ser adaptado a diferentes
contextos institucionais e oferecendo elementos importantes para a governanca da
informacdo, em especial quando se trata de documentos digitais que contenham dados

pessoais.

5 CONVERGENCIAS ENTRE O MODELO OAIS E OS PRINCIPIOS DA PROTEGAO DE DADOS
PESSOAIS

O modelo OAIS, além de consolidar-se como um referencial técnico para a
preservacao digital, apresenta aderéncia significativa aos principios previstos na LGPD,
especialmente quando considerado sob a perspectiva da protecdo continua, segura e
estruturada de documentos arquivisticos digitais que contenham dados pessoais. A
correlacdo entre os pacotes informacionais do OAIS — SIP, AIP e DIP — e os principios legais
da LGPD revela um alinhamento conceitual e operacional que fortalece o compliance de
dados e consolida o privacy by design como um elemento transversal em repositérios
arquivisticos digitais.

O SIP, pacote de submissdo que contempla os dados e seus metadados no momento
da entrada no sistema, guarda forte correspondéncia com os principios da finalidade,
adequacado e necessidade, ao exigir que os dados submetidos sejam pertinentes, compativeis
com a finalidade do tratamento e limitados ao estritamente necessario. Nesse estagio, o

sistema que implementa o OAIS ja comeca a viabilizar uma gestdo documental informada
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por critérios éticos e legais, exigindo que apenas dados devidamente justificados sejam
aceitos e armazenados. Ainda no momento da ingestdo, conforme esclarecem Santos,
Mazuco e Flores (2020), os pacotes SIP ja contemplam a organizacdo de metadados
essenciais — como a informagdo de empacotamento e de preservagdo —, o que permite a
rastreabilidade e a identificagdo clara dos documentos desde sua origem.

No estdgio intermediario, o AIP assume papel central na preservacdo segura e de
longo prazo dos dados, conectando-se de maneira direta aos principios da seguranga,
qualidade dos dados e prevencdo. E nesse momento que ocorrem a fixacdo do conteudo, a
validacao da integridade e a garantia da autenticidade documental, pilares que asseguram a
confiabilidade da informacdo. A cadeia de preservacdo e de custédia continua digital —
conforme salientam Gava e Flores (2022) — evita que documentos sejam modificados
indevidamente ou corrompidos, garantindo o acesso futuro e a autenticidade da informacao.

O AIP ndo armazena qualquer tipo de dado de forma irrestrita: ha, nesse ponto, um
processo técnico de conversdo para formatos digitais adequados a preservacdo, muitas
vezes distintos daqueles originalmente submetidos, justamente para garantir longevidade,
acessibilidade e integridade. Esse processo é orientado por um Plano de Preservacgao Digital -
comumente vinculado a uma Politica de Preservacao Digital -, que define os formatos de
entrada, os procedimentos de conversao e as condi¢des de disponibilizagdo dos dados aos
usuarios. Essa diretriz é incorporada nas solucdes técnicas compativeis com o modelo OAIS,
especialmente em softwares livres, indicados sobretudo para instituicdes publicas. O
repositério PRONOM, do Reino Unido, é exemplo de implementacdo bem-sucedida dessa
légica.

J4 o DIP estd associado a entrega ou disponibilizacdo das informacdes ao usuario final
e estd fortemente alinhado aos principios do livre acesso, da transparéncia, da
responsabilizacdo e prestacdo de contas e da ndo discriminagdo. O OAIS determina que esse
acesso ocorra de forma controlada, segura e com garantia de que os dados entregues
correspondem exatamente a versdo preservada e autorizada. Isso reforca o principio da
prestacdo de contas e da responsabilidade institucional diante da comunidade usuaria e dos
titulares de dados. A Resolugdo CONARQ n® 50/2022, ao recomendar expressamente a
utilizacdo do OAIS (ISO 14721:2025) para a preservacao digital, destaca a necessidade

de classificacdo, protecdo especial e cuidado com os dados pessoais, principalmente os

Siti, Maceid, v. 7, €272, 2025 11



VII SEMINARIO INTERNACIONAL DE INFORMAGCAO, TECNOLOGIAEINOVAGAO

considerados sensiveis?, estabelecendo um elo direto entre preservacdo arquivistica e
governanca informacional nos moldes da LGPD.

Além dos aspectos técnicos, o modelo OAIS, enquanto estrutura arquivistica
sistémica, incorpora uma abordagem holistica que vai ao encontro do conceito de privacy by
design. A ideia de que a protecdo de dados deve ser implementada desde a concepcao dos
sistemas e processos esta diretamente refletida na forma como o OAIS organiza suas
entidades funcionais (ingestdo, armazenamento, acesso, planejamento da preservacao,
administracdo e gestdo de dados) e estrutura os pacotes informacionais. Conforme
destacam Santos, Mazuco e Flores (2020), a confiabilidade de um Repositério Digital
Confidvel (RDC-Arg) esta condicionada a sua conformidade com o modelo OAIS, cuja
auditoria abrange desde questGes tecnoldgicas e organizacionais até a responsabilidade
administrativa, seguranca da informacdo e prestacdo de contas — pontos convergentes com
os pilares do compliance de dados.

Essa sinergia é igualmente enfatizada por Gomes e Souza (2024), ao reconhecerem a
importancia de sistemas informatizados distribuidos geograficamente, com o objetivo de
assegurar a acessibilidade e a protecao contra perdas, sinistros e falhas. Esses mecanismos
técnicos sdao, em si, expressdes praticas do principio da prevencao, previsto na LGPD e, como
ja citado anteriormente, fomentado pelo modelo OAIS ao dispor sobre arquivos federados.
Por fim, a prépria concepcdo de um RDC-Arg baseado em OAIS, enquanto arranjo composto
por pessoas, politicas, sistemas e acervos — e ndao um mero software —, revela uma aderéncia
profunda a ldégica da responsabilizacdo institucional, transparéncia operacional e
comprometimento ético com a protecao de dados pessoais, conforme reforga Ldssio (2023).

Portanto, a aplicacdo do modelo OAIS como estrutura arquivistica para a preservagao
digital ndo apenas satisfaz requisitos técnicos da ciéncia da informacdo, como também
atende de forma integrada aos principios estruturantes da protecdao de dados pessoais,
promovendo o compliance e consolidando o privacy by design como diretriz transversal de

governanca documental e informacional.

2 Segundo o artigo 59, X, da Lei Geral de Protec3o de Dados Pessoais, dado pessoal sensivel é: dado pessoal sobre
origem racial ou étnica, conviccdo religiosa, opinido politica, filiagdo a sindicato ou a organizacdo de cardter
religioso, filoséfico ou politico, dado referente a sadde ou a vida sexual, dado genético ou biométrico, quando
vinculado a uma pessoa natural.
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6 CONCLUSAO

A consolidagdo da protecdao de dados pessoais como principio estruturante da
governanca informacional impde as instituicdes publicas e privadas ndo apenas o
cumprimento formal da LGPD, mas também a adogdo de estruturas e praticas que
viabilizem, de forma continua e sistémica, o compliance e a privacidade desde a concepcdo
dos sistemas — em consondancia com o principio do privacy by design. Nesse contexto, este
trabalho demonstrou que o modelo OAIS, por sua natureza arquivistica, normativa e técnica,
oferece um arcabouco robusto para atender a tais exigéncias, atuando como base estratégica
para repositérios digitais confidveis e para o tratamento responsdvel de dados pessoais.

Dessa forma, a presente pesquisa cumpre o objetivo proposto, de analisar a
aplicabilidade do modelo OAIS como instrumento capaz de promover, de maneira
estruturada, os requisitos do privacy by design na gestdo e preservacdo de dados pessoais.
Procurou-se evidenciar que, embora o OAIS tenha sido originalmente concebido para o
campo arquivistico, ele apresenta forte potencial de integracdo com os principios da LGPD,
especialmente ao garantir a autenticidade, a integridade e o acesso seguro aos dados
durante todo seu ciclo de vida, culminando na manutencdo da cadeia de custddia digital
arquivistica (CCDA).

Neste sentido, a analise desenvolvida demonstrou que os pacotes informacionais
previstos no OAIS (SIP, AIP e DIP) ndo apenas correspondem a etapas criticas da preservacao
digital, mas também guardam correlagdo direta com os principios legais que fundamentam a
protecdo de dados. O SIP se alinha aos principios da finalidade, adequacao e necessidade; o
AIP aos da seguranca, qualidade dos dados e prevencdao; e o DIP aos do livre acesso,
transparéncia, ndo discriminacdo e prestacdo de contas. Essa correspondéncia reforca a
vocacao do modelo OAIS para atuar como estrutura arquivistica promotora do privacy by
design, contribuindo para a construcdo de sistemas que conciliem preservacao documental,
protecdo legal e responsabilidade institucional.

Além disso, é valido pontuar que, por se tratar de um modelo conceitual e normativo
baseado em ferramentas abertas e de dominio publico, o OAIS revela-se tecnicamente viavel
para implementacdo tanto em instituicdes publicas quanto privadas. Sua compatibilidade
com a filosofia dos softwares livres — especialmente recomendados para ambientes

publicos, por atenderem aos principios de transparéncia, interoperabilidade e soberania
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tecnolégica — reforca sua atratividade, inclusive pelo custo relativamente reduzido. Esse
aspecto, alids, pode ser aprofundado em futuras investigacdes que analisem a viabilidade
econdmica da adocdo do modelo em projetos de conformidade com a legislacdo de protecao
de dados.

Por fim, ao integrar praticas de preservacdo digital com seguranca, transparéncia e
disponibilidade das informacdes a quem de direito, o modelo OAIS se alinha com os pilares
contemporaneos do compliance em protecdo de dados pessoais. No entanto, essa
integracdo exige uma mudanca de paradigma: é preciso abandonar abordagens
fragmentadas e setoriais. Ndo se pode mais pensar em implementar a LGPD sem dialogar
com os principios da arquivologia e da preservacao digital, da mesma forma que nao se deve
aplicar o OAIS apenas sob o viés da transparéncia e da disponibilidade dos dados, ignorando
a natureza sensivel e legalmente protegida dos dados pessoais. A complexidade dos sistemas
digitais contemporaneos demanda uma abordagem interdisciplinar e holistica, que considere
os limites e convergéncias entre os marcos regulatérios, os saberes técnicos e as exigéncias

sociais envolvidas na gestdo da informacgao.
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